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INFORMATIKAI BIZTONSAGI SZABALYZAT

1. Az Informatikai Biztonsagi Szabalyzat célja

Az IBSZ alapvetd célja, hogy az informatikai rendszer alkalmazdsa soran biztositsa az
adatvédelem elveinek, az adatbiztonsag kovetelményeinek érvényesiilését, s megakadalyozza a
jogosulatlan hozzaférést, az adatok megvaltoztatasat és jogosulatlan nyilvanossagra hozatalat.

Az IBSZ célja tovabba:

» atitok-, vagyon- és tlizvédelemre vonatkoz6 védelmi intézkedések betartdsa,

= a7 lizemeltetett informatikai rendszerek rendeltetésszer(i hasznalata,

» az lizembiztonsagot szolgalo karbantartas és fenntartas,

» az adatok informatikai feldolgozésa és azok tovabbi hasznositdsa sordn az illetéktelen
felhasznalasbol szarmazo hatranyos kovetkezmények megsziintetése, illetve minimalis
mértékre valo csGkkentése,
az adatallomanyok tartalmi és formai épségének megorzése,
az alkalmazott programok és adatallomanyok dokumentacioinak nyilvantartasa,

a munkadllomasokon lekérdezhet6 adatok kdrének meghatérozasa,
az adatallomanyok biztonsagos mentése,

az informatikai rendszerek zavartalan tizemeltetése,

a feldolgozas folyamatat fenyegetd veszélyek megel6zése, elhéritasa,
az adatvédelem és adatbiztonsag feltételeinek megteremtése.

A szabalyzatban meghatérozott védelemnek miikddnie kell a rendszerek fenndllasnak egész
id6tartama alatt a megtervezésiiktl kezdve az lizembehelyezésen keresztiil az lizemeltetésig.

A jelen IBSZ az adatvédelem Adltalanos érvényii eldirdsat tartalmazza, meghatarozza az
adatvédelem és adatbiztonsag feltételrendszerét.

2. Az Informatikai Biztonsagi Szabalyzat hatalya

2.1. Személyi hatdlya
Az IBSZ személyi hatalya kiterjed a Zalaegerszegi Véarosfejlesztd Zrt-re.

2.2. Tdrgyi hatdlya

»  Kiterjed a védelmet élvezd elektronikus adatok teljes korére, felmeriilésiik €s feldolgozési
helyiiktol, idejiiktél és az adatok fizikai megjelenési formajuktol fliggetlentiil,

» kiterjed a véllalkozas tulajdonaban 1év®, illetve az altala bérelt valamennyi informatikai
berendezésre,

» valamint az informatikai eszk6z6k miiszaki dokumentéacioira,

» kiterjed az informatikai folyamatban szerepl6 dsszes dokumentaciora (fejlesztési,
szervezési, programozasi, tizemeltetési),

= Kkiterjed a rendszer- és felhasznaloi programokra,

» kiterjed az adatok felhasznalasara vonatkoz6 utasitasokra,
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» kiterjed az adathordozok taroldsara, felhasznéldséra.

3. Az adatkezelés soran hasznalt fontosabb fogalmak

Adatkezelés: az alkalmazott eljarastdl fliggetleniil az adatok gyijtése, felvétele és téarolésa,
feldolgozasa, hasznositisa (ideértve a tovabbitast és a nyilvanossdgra hozatalt) és torlése.
Adatkezelésnek szamit az adatok megvéltoztatasa és tovabbi felhasznaldsuk megakadalyozasa is;

Adatfeldolgozds: az adatkezelési miiveletek, technikai feladatok elvégzése, fliggetleniil a
miiveletek végrehajtasahoz alkalmazott médszertdl €s eszkoztél, valamint az alkalmazés hely€tol.

Adattovdbbitds: ha az adatot meghatarozott harmadik fél szamara hozzaférhetdvé teszik.

Adatkezeld: az a természetes vagy jogi személy, aki vagy amely az adatok kezelésének céljat
meghatérozza, az adatkezelésre vonatkozé dontéseket meghozza és végrehajtja, illetdleg a
végrehajtassal adatfeldolgozot bizhat meg.

Adatfeldolgozd: az a természetes vagy jogi személy, aki vagy amely az adatkezel megbizasabol
adatok feldolgozasét végzi.

Nyilvdnossdgra hozatal: ha az adatot barki szdmdara hozzaférhet6vé teszik;

Adatbiztonsdg: az adatkezeld, illetdleg tevékenységi korében az adatfeldolgozé koteles
gondoskodni az adatok biztonsagéardl, kételes tovabba megtenni azokat a technikai és szervezési
intézkedéseket és kialakitani azokat az eljarasi szabalyokat, amelyek az adat- és titokvédelmi
szabalyok érvényre juttatasdhoz sziikségesek.

Az adatokat védeni kell kiilondsen a jogosulatlan hozzaférés, megvaltoztatas, nyilvénossagra

hozas vagy torlés, illetdleg sériilés vagy a megsemmisiilés ellen.

4. Az IBSZ biztonsagi fokozata

A Zalaegerszegi Viarosfejleszté Zrt. adatai kiilonboz0 biztonsagi fokozatba tartoznak. (iizleti
titkok, pénziigyi adatok, illetve a villalkozas belsd szabalyozasaban hozzaférés-korlatozas ala esd
(pl. egyes feladatok végrehajtisa érdekében bizalmas) és a nyilt adatok feldolgozasara, tarolaséara
alkalmas adatok)

5. Kapcsolodé szabalyozasok
Az IBSZ el6irasai 6sszhangban vannak:

» Leltarozasi és értékelési szabalyzattal,
= Szamviteli politikaval
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6. Védelmet igényld, az informatikai rendszerre haté elemek

Az informatikai rendszer egymadssal szervesen egyiittmiikddé és kolcsonhatdsban [évé elemei
hatérozzak meg a biztonsagi szempontokat és védelmi intézkedéseket.
Az informatikai rendszerre az alabbi tényezok hatnak:

- akornyezeti infrastruktira,

- ahardver elemek,

- az adathordozok,

- a dokumentumok,

- aszoftver elemek,

- az adatok,

- arendszerelemekkel kapcsolatba kertilé személyek.

6.1. A védelem tdargya

A védelmi intézkedések kiterjednek:

>

>
>
>

az alkalmazott hardver eszkozokre és azok miik6dési biztonsagara,

az informatikai eszk6z6k tizemeltetéséhez szitkséges okmanyokra és dokumentaciokra,

az adatokra és adathordozdkra, a megsemmisitésiikig, illetve a torlésre szant adatok
felhasznélasaig,

az adatfeldolgozé programrendszerekre, valamint a feldolgozast tdmogaté rendszer
szoftverek  tartalmi  és  logikai  egységére,  elbirasszerli  felhasznélasara,

reprodukalhatosagara,

6.2. A védelem eszkizei

A mindenkori technikai fejlettségnek megfeleld miszaki, szervezeti, programozasi, jogi
intézkedések azok az eszkozok, amelyek a védelem targyanak kiilonbozd veszélyforrdsokbdl
szarmaz6 kart okozd hatasokkal, szandékokkal szembeni megdvasat elosegitik, illetve biztositjak.

7. A védelem feleldse

A védelem felel6se a mindenkori informatikai vezetd és rendszergazda.
A jelen szabalyzatban foglaltak szakszerli végrehajtasardl a vallalkozas vezetdinek kell
gondoskodnia.

7.1. Adatvédelmi felelosok feladatai

a) Informatikai vezet6 feladatai:

— az IBSZ kezelése, naprakészen tartasa, modositasok atvezetése,

— javaslatot tesz a rendszer sziik keresztmetszeteinek felszdmolasara.

— meghatarozza a védett adatok korét,

— ellatja az adatkezelés és adatfeldolgozas feliigyeletét,

— ellendrzi a védelmi elbirdsok betartdsat,

— az adatvédelmi tevékenységet segitd nyilvantartasi rendszer kialakitasa,
— az adatvédelmi feladatok ismertetése,
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— ellendri tevékenységét adminisztralja.
— ellendrzi a szoftverek hasznélatanak jogszeriiségét

b) Rendszergazda feladatai:

— a rendszergazda a sajét feladatkorébe tartozo rendszert feliigyeli,

— felelds az informatikai rendszerek lizembiztonsagaért, szerverek adatair6l biztonsagi masolatok
készitéséért és karbantartasaért,

— gondoskodik a rendszer kritikus részeinek jra indithatosagarél, illetve az Gjra inditashoz

sziikséges paraméterek reprodukalhatésagarol,

— feladata a védelmi eszkdzok mitkodésének folyamatos ellendrzése,

— felelds a vallalkozas informatikai rendszer hardver eszkozeinek karbantartasaért,

— nyilvantartja a beszerzett, illetve lizemeltetett hardver és szoftver eszkozoket,

— gondoskodik a folyamatos virusvédelemrol

— a virusfertdzés gyaniija esetén gondoskodik a fertdzott rendszerek virusmentesitésérdl,

— folyamatosan figyelemmel kiséri és vizsgilja a rendszer miikodésére és biztonsaga

szempontjabdl a lényeges paraméterek alakulasat,

— ellendrzi a rendszer adminisztracidjat,

7.2. Az informatikai vezetd ellendri feladatai

— évente egy alkalommal részletesen ellen6rzi az IBSZ eldirasainak betartasat,

— rendszeresen ellendrzi a védelmi eszkdzdkkel valo ellatottsagot,

— elézetes bejelentési kotelezettség nélkiil ellendrzi az informatikai munkafolyamat barmely
részét.

7.3. Az informatikai vezetd jogai

o az eldirdsok ellen vétdkkel szemben feleldsségre vonasi eljarast kezdeményezhet a
vallalkozas vezet6jénél,

e barmely érintett szervezeti egységnél jogosult ellendrzésre,
betekinthet valamennyi iratba, ami az informatikai feldolgozasokkal kapcsolatos,
javaslatot tesz az 0j védelmi, biztonsagi eszkdzok és technolégidk beszerzésére illetve
bevezetésére,

o adatvédelmi szempontbdl az informatikai beruhazasokat véleményezi.

8. Az Informatikai Biztonsagi Szabalyzat alkalmazasanak modja
Az IBSZ megismerését az érintett dolgozok részére a vezet6k és a rendszergazda oktatés
forméjéban biztositjak. Err6l nyilvantartast kotelesek vezetni.

Az Informatikai Biztonsagi Szabélyzatban érintett munkakorokben az egyes munkakdri leirasokat
ki kell egésziteni az IBSZ el6irasainak megfelelGen.
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8.1. Az Informatikai Biztonsdgi Szabdlyzat karbantartdsa

Az IBSZ-t az informatikdban - valamint a Zalaegerszegi Varosfejleszto Zrt-nél- a fejlédés soran
bekovetkezd valtozasok miatt id6kozonként aktualizalni kell. Az IBSZ folyamatos karbantartasa
az informatikai vezet6 feladata.

8.2. A védelmet igénylé adatok és informdciok osztdlyozdsa, mindsitése, hozzdférési jogosultsdg

Az adatokat és informéciokat jelentdségiik és bizalmassagi fokozatuk szerint osztalyozzuk:

— kozlésre széant, barki altal megismerheto adatok,

— mindsitett, titkos adatok.

Az informatikai feldolgozas sordn keletkezd adatok mindsitdje annak a szervezeti egységnek a
vezetbje, amelynek védelme az érdekkorébe tartozik.

Az adatok feldolgozasakor meg kell hatérozni irasban és névre szoldan a hozzaférési
jogosultsagot. A kijelolt dolgozok el6it az adatvédelmi és egyéb szabélyokat, a betekintési
jogosultsag terjedelmét, gyakorldsi modjat és id6tartamat ismertetni kell.

Alapelv, hogy mindenki csak ahhoz az adathoz juthasson el, amire a munkajahoz sziiksége van.
A napléfajlokat rendszeresen 4t kell tekinteni, s a jogosulatlan hozzaférést vagy annak a kisérletét
~ avallalkozas vezetdjének jelenteni kell.

A naplofajlok attekintéséért, értékeléséért az informatikai vezetd és a rendszergazda a felelosek.

Az adatok védelmét, a feldolgozds — az adattovabbitas, a tarolds - sorn az operéacids rendszerben
és a felhasznéaloi programban alkalmazott logikai matematikai, illetve a hardver berendezésekben
kiépitett technikai megolddsokkal is biztositani kell (szoftver, hardver adatvédelem).

9. Az informatikai eszkozbdzist veszélyezteté helyzetek

Az informéciok elballitasara, feldolgozésara, taroldsara, tovabbitasara, megjelenitésére alkalmas
informatikai eszkdzok fizikai karosodasat okozo veszélyforrasok ismerete azért fontos, hogy
felkésziilten megeldzo intézkedésekkel a veszélyhelyzetek elhdrithatok legyenek.

9.1. Kirnyezeti infrastruktura okozta drtalmak
e eclemi csapas:
foldrengés,
arviz,
thz,
villamcsapas, stb.
kornyezeti kar:
légszennyezettség,
nagy teljesitmény( elektroméagneses térerd,
elektrosztatikus feltoltodés,
a levegd nedvességtartalmanak felszokése vagy leesése,
piszkolodas (pl. por).
koziizemi szolgaltatisba bekdvetkezd zavarok:
fesziiltség-kimaradas,
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o fesziiltségingadozas,
e elektromos zarlat,
e sOtorés.

9.2. Emberi tényezdre visszavezethetd veszélyek

Szandékos karokozas: ,
e behatolds az informatikai rendszerek kornyezetébe,
illetéktelen hozzaférés (adat, eszkoz),
adatok- eszk6zok eltulajdonitésa,
rongalas (gép, adathordozo),
megtévesztd adatok bevitele és képzése,
zavaras (feldolgozéasok, munkafolyamatok).

Nem sziandékos, illetve gondatlan karokozas:

e figyelmetlenség (ellendrzés hidnya),
szakmai hozza nem értés,
a gépi és eljarasbeli biztositékok beépitésének elhanyagolasa,
a megvaltozott koriilmények figyelmen kiviil hagyasa,
virusfertézott adathordozd behozatala,
biztonsagi kovetelmények és gyari eldirdsok be nem tartasa,
adathordozok megrongalasa (rossz tarolas, kezelés),
a karbantartasi miiveletek elmulasztasa.

A sziikséges biztonsagi-, jelzd ¢és riaszté berendezések karbantartisanak elhanyagolasa
veszélyezteti a feldolgozds folyamatat, alkalmat ad az adathoz valé véletlen vagy szandékos
illetéktelen hozzaféréshez, rongalashoz.

10. Az adatok tartalmat és a feldolgozas folyamatat érintd veszélyek

10.1. Tervezés és eldkészités sordn elbfordulo veszélyforrdsok

— a rendszerterv nem veszi figyelembe az alkalmazott hardver eszkdz lehet6ségeit,
— hibas adatrogzités, adatelokészités, az ellendrzési szempontok hiédnyos betartasa.

10.2. A rendszerek megvaldsitdsa sordn elofordulo veszélyforrdsok
— hibas adatallomany miikodése,
— helytelen adatkezelés,

— programtesztelés elhagyasa.

10.3. A miikédés és fejleszytés sordn eldforduld veszélyforrdsok

— emberi gondatlansag,
— szervezetlenség,
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- képzetlenség,

— szandékosan elkdvetett illetéktelen beavatkozas,
— illetéktelen hozzaférés,

~ lizemeltetési dokumentécié hianya.

11. Az informatikai eszkozok kornyezetének védelme
11.1. Vagyonvédelmi elbirdsok

— az informatikai eszkdzoket csak a vallalkozas arra felhatalmazott alkalmazottai hasznalhatjak,
— az informatikai eszkozok rendeltetésszer(i hasznalataért a felhasznalo felelos.

11.2. Adathordozok

—konnyen tisztithat6, jol zarhaté szekrényben kell elhelyezni ugy, hogy tdrolds kozben ne
sériiljenek, karosodjanak,

—az adathordozokat a gyors hozzaférés érdekében azonositoval kell ellatni, melyrdl
nyilvantartast kell vezetni,

— a hasznalni kivant adathordozét (floppy, CD) a tarolasra kijelolt helyr6l kell kivenni, és oda
kell vissza is helyezni,

— a munkaasztalon csak azok az adathordozok legyenek, amelyek az aktualis feldolgozashoz
sziikségesek,

— adathordozdt masnak atadni csak engedéllyel szabad,

— a munkak befejeztével a hasznalt berendezést és kdrnyezetét rendbe kell tenni.

11.3. Tiizvédelem

A gépterem illetve Kkiszolgald helyiség a ,D” tiizveszélyességi osztalyba tartozik, amely
mérsékelt tlizveszélyes iizemet jelent.

A menekiilési Gtvonalak szabadon hagyasat minden koriilmények kozott biztositani kell.

A vallalkozas géptermeibe minimum 1-1 db tlizolté késziiléket kell elhelyezni.

A villalkozas géptermeiben elektromos vagy mdas munkat csak a tlizvédelmi vezeté tudtaval, ill.
engedélyével szabad végezni.

A nagy fontossagu, pl. torzsadat-dlloméanyokat 2 példanyban kell drizni és a mésodik példanyt
elkiilonitve tlizbiztos pancélszekrényben kell Orizni. (Ezen adatdllomanyok kijeldlése az
informatikai vezet6 feladata.)

12. Az informatikai rendszer alkalmazasanal felhasznalhato védelmi eszkozok és modszerek

12.1. A szamitogépek és szerverek védelme

Elemi csapds (vagy mas ok) esetén a szamitogépekben vagy szerverekben bekovetkezett
részleges vagy teljes karosodaskor az alabbiakat kell siirgdsen elvégezni:

— menteni a még hasznélhat6 anyagot,

— biztonsagi mentésekrol, hattértarakrdl a megsériilt adatok visszaallitasa,

— archivalt anyagok (ill. eszk6z6k) hasznalataval folytatni kell a feldolgozast.
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12.2. Hardver védelem

A berendezések hibatlan és lizemszer(i mikodését biztositani kell.

A miikodési biztonsag megdvasat jelenti a sziikséges alkatrészek beszerzése.

Az tizemeltetést, karbantartést és szervizelést az informatikusok végzik.

A munkak szervezésénél figyelembe kell venni:

— a gyarto eldirasait, ajanlatait,

— a tapasztalatokat.

Alapgép megbontasét (kivéve a garancidlis gépeket) csak informatikus végezheti el.

12.3. Az informatikai feldolgozds folyamatdnak védelme
12.3.1. Az adatrogzités védelme

— adatbevitel hibatlan miiszaki allapota berendezésen torténjen,

— tesztelt adathordozora lehet adatallomanyt rogzitent,

—a bizonylatokat és magneses adathordozokat csak e célra kialakitott és megfeleld tarolo
helyeken szabad tartani,

— az adatrogzité szoftver védelme. Lehet6ség szerint olyan szoftvereket kell alkalmazni, amelyek
rendelkeznek ellenérz6 funkciokkal és biztositjak a rogzitett tételek visszakeresésének és
javitasanak lehetdségét is. :

— hozzaférési lehetdség:

e abejelentkezési azonositok hasznalataval kell szabalyozni, hogy ki milyen szinten férhet
hozzé a kezelt adatokhoz. (alapelv: a tarolt adatokhoz csak az illetékes személyek férjenek
hozz4).

e az adatok bevitele sordn alapelv: azonos allomany rogzitését és ellendrzését ugyanaz a
személy nem végezheti.

e A szerverek rendszergazda jelszavat az informatikai vezetd kezeli.

Az adatrogzités folyamatahoz kapcsolodd dokumentaciok:
= adatrdgzitési utasitasok,
= ellendrzd rogzitési utasitasok,
»  teszteld és torld programok kezelési utasitdsai,
*  meg6rzési utasitasok,
w  gépkezelési leirasok.

12.3.2. Az adathordozok nyilvintartdsa

Az adathordozokrdl az egységeknek nyilvéantartast kell vezetni. Az adathordozdkat a gyors és
egyszerli elérés, a nyilvantartas és a biztonsag érdekében azonositoval (sorszammal) kell ellatni.

12.3.3. Adathordozok taroldsa

Az adathordozok taroldséra miiszaki-, tliz- és vagyonvédelmi eléirdsoknak megfeleld helyiséget
kell kijelolni, illetve kialakitani.
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12.3.5. Az adathordozok megorzése

Az adathordozék megdrzési idejét a torvényekben meghatarozott - bizonylat Orzési
kotelezettségnek megfelelden kell kialakitani

12.3.6. Selejtezés, sokszorositds, mdsolds

A selejtezést a vallalkozas selejtezésének szabalyzata alapjan kell lefolytatni.
Sokszorositast, masoldst csak az érvényben 1évé belsé utasitasok szerint szabad végezni.
Biztonsagi illetve archiv adatallomany eléallitdsa masolasnak szamit.

12.3.8. Leltarozas

A szoftvereket és adathordozdkat a Leltdrozasi Szabalyzatban foglaltaknak megfelelen kell
leltarozni.

12.3.9. Mentések, file-ok védelme

Az adatfeldolgozas utan biztositani kell az adatok mentését.

A munkak soran létrehozott altaldanos (pl. Word és Excel) dokumentumok mentése az azt
létrehoz6 munkatarsak (felhasznaldk) feladata.

A felhasznalé szamitogépén 1évd adatokrdl biztonsagi mentéseket a felhasznalonak kell
készitenie. Az archivéaldsban az informatikusok segitséget nyujtanak.

A szervereken tdrolt adatokrol a mentést rendszeresen el kell végezni. A mentésért az
informatikai vezet illetve a rendszergazdak a feleldsek.

12.4. Szoftver védelem

12.4.1. Rendszerszoftver védelem

Az informatikai vezetének biztositani kell, hogy a rendszerszoftver naprakész allapotban legyen
és a segédprogramok, programkonyvtarak mindig hozzaférhetok legyenek a felhasznalok
szamara.

12.4.2. Felhaszndldi programok védelme

Programhoz val6 hozzaférés, programvédelem
A kezelés folyaman az illetéktelen hozzaférést meg kell akadalyozni, az illetéktelen probalkozast

ki kell zarni.
Gondoskodni kell arrdl, hogy a tarolt programok, fajlok ne karosodjanak, a kdvetelményeknek

megfelelden miikodjenek.
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Programok megérzése, nyilvantartasa

A programokrél a leltarfeleldsoknek naprakész nyilvéantartast kell vezetni

A szamviteltsl sz616 tobbszor modositott 2000. évi C. torvény értelmében a vallalkozasoknak az
tizleti évrdl készitett beszamoldt, valamint az azt alatamasztd leltart, értékelést, fokonyvi
kivonatot, tovabba més, a szamviteli torvény kovetelményeinek megfelelé nyilvantartast
olvashat6 formaban legalabb 10 évig meg kell 6rizni.

A bizonylat elektronikus formdban is megérizhetd, ha az alkalmazott modszer biztositja az
eredeti bizonylat 6sszes adatanak késedelem nélkiili el6allitisat, folyamatos leolvashatésagat,
illetve kizarja az utolagos modositas lehetdségét.

A programok nyilvantartasaért és mitkoddképes allapotban valo tartdsaért a vezetok a felelosek.

13. A kozponti szamitogép és a halozat munkaallomasainak miikddésbiztonsaga

13.1. Kozponti gépek
Sziinetmentes  aramforrast célszeri hasznalni, amely megvédi a berendezést a

fesziiltségingadozasoktol, sramkimaradas esetén adatvesztéstol.

A kézponti gépek hattértarairél folyamatosan biztonsagi mentést kell késziteni.

Az alkalmazott halézati operéciés rendszer adatbiztonsagi lehetdségeit az egyes konkrét
feladatokhoz igazitva kell alkalmazni. '

A vasarolt szoftverekrdl biztonsagi masolatot kell késziteni.

13.2. Munkadllomdsok

Kiils6 helyrél hozott, vagy kapott anyagokat ellendrizni kell virusellenérzo programmal.
Virusfertézés gyanija esetén az informatikusokat azonnal értesiteni kell.

Uj rendszereket hasznalatba vételiik elétt sziikség szerint adaptalni kell, és tesztadatokkal

ellenérizni kell miikodésiiket.

A véllalkozas informatikai eszkdzeirél programot illetve adatalloméanyokat masolni a jogos belsd
felhasznal6i igények kielégitésein kiviil nem szabad.

A halozati vezeték és egyéb csatold elemei rendkivill érzékenyek, mindennemil sériiléstél ezen
elemeket meg kell 6vni. A hdlézat vezetékének megbontasa szigordan tilos.

Az informatikai eszkdzt és tartozékait helyérdl elvinni csak az eszkoz leltarfelelése tudtaval és

engedélyével szabad.

14. Ellen6rzés
Az ellenérzésnek elé kell segiteni, hogy az informatikai rendszereknél el6forduld

veszélyhelyzetek ne alakuljanak ki. A kialakult veszélyhelyzet esetén cél a karok cstkkentése

illetve annak megakadalyozésa, hogy az megismétlodjon.
A munkafolyamatba épitett ellenérzés sordn az IBSZ rendelkezéseinek betartasat az adatkezelést

végzd szervezeti egység vezet6i folyamatosan ellendrzik.

15. Zaro rendelkezések

'Az Informatikai Biztonsdgi Szabalyzat 2017.03.01-én Iép hatalyba.
Az Informatikai Biztonsagi Szabilyzatban érintett dolgozok munkakdri leirasaba be kell

épiteni a szabalyzatban eldirt feladatokat.
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